
4.8M education devices 

encountered malware 

in the last 30 days.1 

69% of school districts say they 

are proactive or very proactive 

at maintaining network security.3

4.8 million
education devices

90% of cyberattacks 

start with phishing.2

90%
of cyberattacks

69%
of school districts

Learn more at www.lenovo.com/education

(1) https://www.microsoft.com/en-us/wdsi/threats (2) https://edtechmagazine.com/k12/article/2020/06/cyberattacks-increasingly-threaten-schools-heres-what-know-perfcon (3) https://www.cosn.org/fo-
cus-areas/leadership-vision/it-leadership-survey
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Educators are plunging into a high-tech learning world that often leaves them vulnerable to security attacks. Cybercriminals 
are taking advantage of the rapid increase in endpoint devices and wider software use, as well as the lack of security training. 
To effectively address today’s unique challenges for teachers and learners alike, you need to be more resilient and strategic 
about cybersecurity. Lenovo has created the Smarter Way Forward campaign to provide educators with insights and resources 
to reduce risk and defend themselves against hackers. 

There’s a
and more secure—way forward.
There’s a
and more secure—way forward.
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